
With Tenable Cloud Security you can easily ramp up security across all your Amazon 
Web Services (AWS), Azure and Google Cloud Platform (GCP) environments with our 
class leading Cloud-Native Application Protection Platform (CNAPP) solution. From 
full asset discovery and deep risk analysis to runtime threat detection and 
compliance, you can reduce complexity, minimize your cloud exposure and enforce 
least privilege at scale. Tenable's comprehensive approach accurately visualizes and 
prioritizes security gaps, and gives you the built-in expertise and tools you need to 
remediate risks that matter most.

Investing in our leading technology is just the start of your journey to reduce risk. A 
Quick Start from Tenable® Professional Services will support and enhance your 
organization in leveraging the power and value of your Tenable Cloud Security 
investment.

The service is designed to accelerate time to value through enablement, onboarding 
of your cloud-based environments and key knowledge transfer. This ensures you are 
implementing your Tenable solution effectively to immediately improve your security 
posture. Leveraging our user-friendly interface, industry leading tools and expertise, 
we will work with you to accelerate configuration and integration to reach full 
operational capability. We will ensure that your solution is running efficiently and 
providing improved visibility and risk protection of your cloud-based assets within 
your virtual environment.

ENABLEMENT AND EXPERTISE FROM 
THE SOURCE - YOUR QUICK START 

TO CLOUD PROTECTION 

SERVICE OUTCOMES
• Accelerate integration and 

configuration with cloud solutions
Tenable’s experienced consultants will 
ensure your solution is correctly 
integrated with your Cloud Service 
Provider (CSP) solutions and 
configured based on your business 
security objectives.

• Implement industry-leading practices
We will familiarize and guide you  
through the interface and capabilities 
highlighting Tenable’s recommended 
practices for enterprise deployment.

• Validate operational capabilities
Your Tenable Cloud Security solution 
will be tested to ensure that all 
capabilities are functioning as 
expected so you can be confident that 
your investment is safe.

Tenable’s class leading CNAPP solution is designed to meet the demands of the 
enterprise in managing risk within expansive, dynamic cloud environments.
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KEY BENEFITS
Thorough Planning and Preparation

Our remote Quick Start engagement is a multi-faceted service 
offering that is designed to enhance your Tenable technology 
implementation. We work closely with you to determine the 
specific scope of your implementation, based on your current 
practices, goals and cloud technologies.

We will work with your key stakeholders prior to the engagement 
to align with your business objectives to plan a successful 
implementation.

We develop a list of prerequisites, identify contacts and create a 
schedule to ensure the engagement runs smoothly. 

Onboarding of Tenable Cloud Security 

Our first step is to introduce the users to the architecture and 
data handling operation. We then set up owners by using 
Role-Based Access Control (RBAC), and onboard the relevant 
cloud environments in order to provide the necessary access 
conditions and begin ingesting and analyzing data. 

Configuration, Integration and Operation

Following cloud environment onboarding, we provide orientation 
to the various tools and features of the solution, guided by our 
recommended practices. These are dependent on a combination 
of the license components procured, and your cloud technology 
stack. 

We can also assist with out-of-the-box integrations, and carry out 
a review of early findings to provide further guidance and advice.

Finally, we will assist with the configuration of reports, and 
discuss how to perform remediation based on the findings.

Solution Documentation

Tenable will provide key documentation including relevant links to 
further knowledge bases and useful documentation to help 
maintain and develop your implementation.

For More Information: Please visit tenable.com/services
Contact Us: Please email us at sales@tenable.com or visit tenable.com/contact

Supporting Your Growth
Organizations change and develop over time. Tenable Professional 
Services can help ensure your solution stays aligned to your 
evolving business requirements.

Experienced Professional Services Team
Tenable Professional Services’ goal is to implement our products to 
solve your most pressing security problems, enabling your 
organization to see, predict and act on cyber risks. To accomplish 
this, we capitalize on our combined years of industry experience to 
tackle even the most challenging requirements. 

By engaging Tenable Professional Services, you can realize the 
value of your Tenable investment more quickly to feel confident you 
are on the right path to maturing your security posture and ability to 
identify and address risks. We have a broad portfolio of services 
and training available worldwide, remotely or on-site, to meet your 
specific needs.

About Tenable
Tenable® is the Exposure Management company. Approximately 
43,000 organizations around the globe rely on Tenable to 
understand and reduce cyber risk. As the creator of Nessus®, 
Tenable extended its expertise in vulnerabilities to deliver the 
world’s first platform to see and secure any digital asset on any 
computing platform. Tenable customers include approximately 60 
percent of the Fortune 500, approximately 40 percent of the Global 
2000, and large government agencies. 

Learn more at tenable.com.
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