Tenable.io® Introduction Course is available for no cost at Tenable University and consists of a series of short on-demand videos providing the fundamental building blocks to deploy, configure and operate Tenable's cloud-based solution for vulnerability management. Tenable® highly recommends this course as a prerequisite for the instructor-led Tenable.io Specialist Course. Participants in this course will learn how to install, configure and use the Tenable.io platform. Content includes asset discovery, vulnerability and compliance assessment, analysis of scan results, use of workbenches and dashboards, and how to accept and recast risk. Tenable presents basic features and demonstrates usage for each topic.

AUDIENCE

This course is suitable for people interested in learning basic operational use of Tenable.io.

PREREQUISITES

None.

COURSE SYLLABUS

1. Introduction
   - What is Cyber Exposure?
   - The Cyber Exposure Lifecycle
   - Tenable.io Capabilities
   - Licensing
2. Installation and Configuration
   - Tenable.io Sensors
   - Nessus® Deployment
   - Nessus Network Monitor (NNM) Deployment
   - Tenable Core
   - Scanner Groups
   - User Management
3. Assessment
   - Discovery Scan
   - Intro to Vulnerability Assessment
   - Non-Credentialed Assessment
4. Assessment, continued
   - Credential Management
   - Credentialed Assessment
   - Compliance Overview
   - Compliance Assessment
   - Exclusions
5. Analysis
   - Tagging
   - Scan Analysis
   - Compliance Analysis
   - NNM Sensor Analysis
   - Asset Workbench
   - Vulnerability Workbench
   - Dashboards
   - Accepting and Recasting Risk
6. Tenable® Lumin
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